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Introduction. When administering complex multi-parameter systems, management decisions are often made under un-
certainty. There is an acute problem of reduction of the likelihood of unwanted events and mitigation of possible dam-
age. The efficiency of predicting damage to complex systems depends directly on the quality of processing methods, 
systematization, and the amount of input data. It is required to improve methods for assessing and predicting damage 
and to develop new approaches and criteria for statistical forecasting of damage and evaluating the system reliability.
The solution to such problems is complicated by a large number of indicators, data uncertainty, short series of observa-
tions, incomplete initial information, insufficiently developed scientific methodological apparatus. Existing methods for 
predicting damage in the systems of potentially dangerous objects do not take into account the causes of accidents that 
happened due to unfavorable circumstances. As a consequence, management decisions are made upon unreliable fore-
casting results. In this regard, an urgent scientific task is the development of methods and techniques for the formation 
of viable management decisions, free from this shortcoming. The major study objective is to consider a particular prob-
lem for predicting damage due to unfavorable circumstances associated with the indistinguishability of the initial data. 
The tasks are to consider this kind of uncertainty which includes indistinguishability of the true system condition and 
the real value of its quantitative characteristics; to formulate a combinatorial problem for the case when a rather danger-
ous composite feature is determined by the joint manifestation of two or more simple features.
Materials and Methods. Under the conditions of multiple indistinguishability, the following was used as the source da-
ta: a set of indistinguishable outcomes with reliable information on the event instance and the uncertainty of assigning 
the event to a certain type; a family of sets having the same number of elements. The Cartesian product of the families 
of the corresponding sets and the actual value of the group of a compound potentially dangerous factor with a com-
pound rather dangerous feature are taken into account. The resulting mono-element fuzzy group is presented, which is 
also a possible event resulting from the intersection of two necessary events.
Results. It is established that the problem of predicting damage due to unfavorable circumstances corresponds to a com-
binatorial-type problem, which consists in enumerating all sets of arguments. The resulting range, which is an elemental 
group of indistinguishability, characterizes the smaller and larger possible values of the size of the group of a potentially 
dangerous factor with a composite rather dangerous feature. It is shown that the formulated combinatorial problems 
without significant changes are applicable to problems in a generalized form, when composite rather dangerous features 
are determined using not only the operation of intersection, but also uniting and difference; thereby, the initial groups 
are not necessarily the objects with simple features.
Discussion and Conclusions. The results obtained are focused on the construction of analytical algorithms for establish-
ing indistinguishability under the monitoring, modeling, forecasting state-related processes and complex dynamic multi-
parameter objects.
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Introduction. Activities in the technogenic sphere involve risks and critical situations. This can be the destruc-
tion of systems (engineering), loss of control (military matters), bankruptcy (economy). The prediction problem is a 
challenge for many industries and is directly related to the need to improve, develop, and apply the mathematical appa-
ratus of control tools for complex multiparametric systems.

Issues of simultaneous processing of dynamic arrays of varying degrees of granularity remain urgent. The pro-
totypes of mathematical models containing such structures are also optimization problems of practical resource alloca-
tion under the conditions of possible hard-to-formalize impacts [1]. A high degree of process uncertainty reduces the 
feasibility of using resource-intensive distribution algorithms. At the same time, it is necessary to obtain many alterna-
tive solutions. This is particularly important in situations when information on existing threats is uncertain and incon-
sistent [2]. If an object or process changes unexpectedly, an adequate mathematical model may not be available at the 
time of decision-making. At the same time, the failure of complex production facilities often causes man-made emer-
gencies with severe economic, environmental and social consequences, which makes it necessary to improve the math-
ematical foundations of risk analysis [3, 4].

Strategic decisions on managing complex multiparameter systems are made under conditions of uncertainty. 
The purpose of modern risk management is to avoid a critical situation. In the case of a negative scenario, it is required 
to minimize losses. To predict damage and make adequate decisions, constant monitoring is carried out, which identi-
fies the major factors of the implementation of the critical situation [5]. 

It is necessary to rank and systematize risks according to the degree of impact on the protected object activity. 
Any system is characterized by many parameters, which are often random and changeable. The efficiency of predicting 
damage to complex systems depends directly on the quality of processing methods, systematization, and the amount of 
input data. Therefore, to estimate the time and condition of the occurrence of a critical situation, combined forecasting 
methods are used, which contain expert, analytical, and simulation parts and use the apparatus of probability theory [6, 
7]. Critical values can be determined analytically based on the experimental data processing results. This is often per-
formed under the conditions of lack of information, so errors are possible.

A quantitative characteristic of hazard (or security) of systems and situations is the risk. Hereinafter, the risk 
will be considered damage (consequences) from the implementation of a possible event in a complex system [8]. Due to 
the complexity and heterogeneity of the factors that affect the system and should be taken into account in the decision-
making process, it is required to use a set of methods for analyzing and processing information to assess the damage 
caused by system failures.

Often, due to the complexity and high cost of monitoring, some of the parameters associated with the technical 
condition of the system (hereinafter — TСS) are indistinguishable. In general cases, indistinguishability is considered as 
the state uncertainty, which can manifest itself not only in the future, but also in the present (or near past) time [9–10].
Indistinguishability is described in terms of the theory of possibilities, in which methods for obtaining simple numerical 
characteristics — estimates of various TCS are developed. It also corresponds to the decision- making principle based 
on facts. According to this principle, the indistinguishability of the system states is caused by the uncertainty of 
knowledge on it and represents the concretization of the knowledge uncertainty on the operation, physical behavior. 
Uncertainties can be exogenous and endogenous, due to external and internal actions, respectively [11]. Each type of 
uncertainty can significantly impair the decision accuracy.

Current state of the problem. A significant number of papers are devoted to certain aspects of the problem of 
forecasting and risk assessment in case of data indistinguishability. However, these studies lack a general methodologi-
cal basis. In the papers [12–27], particular solutions are proposed, but the general mathematical apparatus is not devel-
oped yet. Thus, in [14–15], it is assumed that the evaluation of each of the indistinguishable criteria is equal to the 
arithmetic mean of their numbers. The number of the entire group as a whole object in the ordering is taken for the rank 
of each of the indistinguishable criteria.

In the paper [16], it is offered to unify approaches to management of complex security of various systems; and 
also, the situation when the expert does not distinguish some criteria is shown.
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tion of systems (engineering), loss of control (military matters), bankruptcy (economy). The prediction problem is a 
challenge for many industries and is directly related to the need to improve, develop, and apply the mathematical appa-
ratus of control tools for complex multiparametric systems.

Issues of simultaneous processing of dynamic arrays of varying degrees of granularity remain urgent. The pro-
totypes of mathematical models containing such structures are also optimization problems of practical resource alloca-
tion under the conditions of possible hard-to-formalize impacts [1]. A high degree of process uncertainty reduces the 
feasibility of using resource-intensive distribution algorithms. At the same time, it is necessary to obtain many alterna-
tive solutions. This is particularly important in situations when information on existing threats is uncertain and incon-
sistent [2]. If an object or process changes unexpectedly, an adequate mathematical model may not be available at the 
time of decision-making. At the same time, the failure of complex production facilities often causes man-made emer-
gencies with severe economic, environmental and social consequences, which makes it necessary to improve the math-
ematical foundations of risk analysis [3, 4].

Strategic decisions on managing complex multiparameter systems are made under conditions of uncertainty. 
The purpose of modern risk management is to avoid a critical situation. In the case of a negative scenario, it is required 
to minimize losses. To predict damage and make adequate decisions, constant monitoring is carried out, which identi-
fies the major factors of the implementation of the critical situation [5]. 

It is necessary to rank and systematize risks according to the degree of impact on the protected object activity. 
Any system is characterized by many parameters, which are often random and changeable. The efficiency of predicting 
damage to complex systems depends directly on the quality of processing methods, systematization, and the amount of 
input data. Therefore, to estimate the time and condition of the occurrence of a critical situation, combined forecasting 
methods are used, which contain expert, analytical, and simulation parts and use the apparatus of probability theory [6, 
7]. Critical values can be determined analytically based on the experimental data processing results. This is often per-
formed under the conditions of lack of information, so errors are possible.

A quantitative characteristic of hazard (or security) of systems and situations is the risk. Hereinafter, the risk 
will be considered damage (consequences) from the implementation of a possible event in a complex system [8]. Due to 
the complexity and heterogeneity of the factors that affect the system and should be taken into account in the decision-
making process, it is required to use a set of methods for analyzing and processing information to assess the damage 
caused by system failures.

Often, due to the complexity and high cost of monitoring, some of the parameters associated with the technical 
condition of the system (hereinafter — TСS) are indistinguishable. In general cases, indistinguishability is considered as 
the state uncertainty, which can manifest itself not only in the future, but also in the present (or near past) time [9–10].
Indistinguishability is described in terms of the theory of possibilities, in which methods for obtaining simple numerical 
characteristics — estimates of various TCS are developed. It also corresponds to the decision- making principle based 
on facts. According to this principle, the indistinguishability of the system states is caused by the uncertainty of 
knowledge on it and represents the concretization of the knowledge uncertainty on the operation, physical behavior. 
Uncertainties can be exogenous and endogenous, due to external and internal actions, respectively [11]. Each type of 
uncertainty can significantly impair the decision accuracy.

Current state of the problem. A significant number of papers are devoted to certain aspects of the problem of 
forecasting and risk assessment in case of data indistinguishability. However, these studies lack a general methodologi-
cal basis. In the papers [12–27], particular solutions are proposed, but the general mathematical apparatus is not devel-
oped yet. Thus, in [14–15], it is assumed that the evaluation of each of the indistinguishable criteria is equal to the 
arithmetic mean of their numbers. The number of the entire group as a whole object in the ordering is taken for the rank 
of each of the indistinguishable criteria.

In the paper [16], it is offered to unify approaches to management of complex security of various systems; and 
also, the situation when the expert does not distinguish some criteria is shown.
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In [17], the problem of constructing interval estimates for an unknown probability in the presence of multiple 
indistinguishable outcomes in the experimental results is considered. Two solution paths are proposed: to take into ac-
count all unobservable outcomes or to discard them. In both cases, roughening up the result, and errors are possible.

The paper [18] clarifies the uncertainty and indistinguishability that arise when diagnosing the state of power 
plants. Indistinguishability is understood as the uncertainty of the state of the managed object for the observer. At the 
same time, it is assumed that uncertainty decreases as we move down the hierarchical ranks of energy system manage-
ment. In addition, it is proposed to introduce a certain threshold and consider the solutions indistinguishable if the 
square of the difference of the desired value does not exceed the set threshold.

The indistinguishability aspect is mentioned in light of the development of approximate set theory in [19]. The 
concepts of lower, upper approximation and border area are revealed. This provides creating decision rules “if ... then” 
and using facts only, without assumptions. Referring to [20], the author clarifies that one of the key decision-making 
methods in the field of multi-criterion optimization has been developed on the basis of the theory of approximate sets.  

In the paper [21] devoted to the safe operation of lifting cranes, a method of expert assessment of the frequency 
of adverse events is proposed, which provides the development of recommendations for reducing the risk.

In [22], the problems on military operational research are considered in the following context: warships seek to 
contain and prevent sea robbery, and the model of pirate movement is based on forecasting the probability of piracy and 
on the Markov assumption. The author uses the solution to the flow problem with minimal costs. The number of search 
engines does not matter. It is assumed that they are identical and indistinguishable.

In the study [23], the T-indistinguishability operators stated geometrically are studied as a special case of gen-
eralized metric spaces for further application under researching fuzzy subgroups.

It is shown in [24] that the existing indistinguishability of data from a set of observations does not provide ac-
curate estimates of the system state. Hence, an accurate prediction should be based on the probability density of indis-
tinguishable states. This density can be calculated as follows: first, through calculating the maximum likelihood esti-
mate of the state, and then – through an ensemble estimate of the density of states that are indistinguishable from the 
maximum likelihood state.

In [25], a characteristic of functions that provide combining partial T-indistinguishability (relations) operators 
into a new set, is presented. In [26], an aggregation of partial T-indistinguishability operators and partial pseudometric 
is considered. The aggregation of a set of partial T-distinguishability operators is analyzed, and the relationship between 
functions is shown. These relations:

— combine partial T-indistinguishability operators,
— preserve partial T-pseudometric under the aggregation process.
In [27], the connection of indistinguishability and fuzzy subsets is validated. It is proved that the basic relation 

for them is lattice isomorphism.
So, the known approaches to the problem of indistinguishability of influencing factors are functionally limited. 

They do not provide the required level of reliability when making management decisions. The weak points of their re-
search and methodological procedure are obvious. This generally hinders the development of forecasting systems taking 
into account the factor of indistinguishability, and proves the demand for the development and improvement of the 
mathematical apparatus.

Thus, an important task of risk management is to predict the damage caused by adverse circumstances due to 
the indistinguishability of the initial data. Its solution is of considerable theoretical and practical interest for many com-
plex parametric dynamical systems.

Existing methods of predicting damage in the systems of potentially hazardous objects do not take into account 
the causes of accidents that occurred due to adverse circumstances. As a result, management decisions are made on the 
basis of unreliable forecasting results. In this regard, it is an urgent scientific task to develop methods and techniques for 
the formulation of appropriate management decisions that are devoid of this disadvantage.

Research Problem Statement. Damage caused by the hazards and attacks is not always possible to predict in 
advance due to the difficulty of distinguishing between the usual states of multiparametric objects and systems whose 
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behavior is not determined. As a result, there is a need to study and evaluate two independent types of uncertainty: in-
distinguishability and nondeterminism. Consider a prediction model due to an unfavorable set of circumstances associ-
ated with the indistinguishability of the source data.

We show that in terms of set-theoretic modeling, a mathematical model of adverse circumstances represents a 
combinatorial problem with common source data. We formulate this problem for the case when a very dangerous com-
pound feature is determined by the joint manifestation of two or more simple features.

Materials and Methods. Source data:
— a set of indistinguishable outcomes U with the number of elements n containing reliable information on the 

fact of the event implementation and the uncertainty of assigning the event to a certain type;

— family iA of sets of the type iA , having the same number in of elements.

Under the conditions of multiple indistinguishability, we are forced to consider all sets of type iA , for each i,
because any of them can represent a group of objects that have acquired the i-th simple feature.

Consider the Cartesian product of families 1 2 ... kA A A× × × . Its elements are all element sets ( 1 2, , ..., kA A A ) of 

sets of type 1 2, , ..., kA A A .

Let us consider the case when the set }{1,2,3,4 , 2U k= = of an element set of type 1A contains 1 3n = ele-

ments, and of type 2A — по 2 2n = elements. 

Assume, }{ }{1 21, 2,3 , 1,4 .ф фA А= = Then

— the true value of the group of a compound potentially hazardous factor with a very dangerous compound 

feature. In this case, the families 1A and 2A have the form:

{ }{ }{ } }}{{1 1, 2,3 , 1, 2, 4 , 1,3, 4 , 2,3,4 ,A = (1)

{ }{ }{ }{ } }{ }}{{2 1, 2 , 1,3 , 1, 4 , 2,3 , 2,4 , 3, 4 .A = (2)

The composition of groups of a potentially hazardous factor with simple features has the form (3, 4), which 
represents mono multiple indistinguishability groups:

{ }1 : 1, 2,3, 4 ,фA (3)

{ }2 : 1, 2,3, 4 .фA (4)

As can be seen, the obtained families (1) and (2) contain 3 3
4 44, 6С С= = elements, represent multielement 

groups of indistinguishability, and are necessary events.

The Cartesian product of these families will represent a collection containing the following 3 3
1,2 4 4 24n С С= ⋅ =

distinct pairs of elements 1A и 2A :

} }{{( ) { }{ }( ) { }{ }( )
{ }{ }( ) { }{ }( ) { }{ }( )

{ }{ }( ) { }{ }( )

1,2,3 1,2 , 1,2,3 1,3 ,..., 1, 2,3 3,4 ,

1,2,4 1,2 ,..., 1, 2, 4 1,4 ,..., 1,3, 4 3,4 ,

......................

2,3, 4 1,2 ,...................., 2,3, 4 3,4 .

(5)

You can see that 1 2A A× is a family of distinct pairs of sets of 1 2,A A , type that have the same number of ele-

ments — 3 and 2, respectively. At 2k > the Cartesian product 1 2 ... kA A A× × × is a family of sets, each of which con-

tains one set of type 1 2, ,..., kA A A .

We will call the mentioned sets — elements 1 2 ... kA A A× × × ─ k-sets. Each k-set will correspond to the inter-

section of the sets included in it, that is, we select common elements in such sets. For example, the intersections for the 
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behavior is not determined. As a result, there is a need to study and evaluate two independent types of uncertainty: in-
distinguishability and nondeterminism. Consider a prediction model due to an unfavorable set of circumstances associ-
ated with the indistinguishability of the source data.

We show that in terms of set-theoretic modeling, a mathematical model of adverse circumstances represents a 
combinatorial problem with common source data. We formulate this problem for the case when a very dangerous com-
pound feature is determined by the joint manifestation of two or more simple features.

Materials and Methods. Source data:
— a set of indistinguishable outcomes U with the number of elements n containing reliable information on the 

fact of the event implementation and the uncertainty of assigning the event to a certain type;

— family iA of sets of the type iA , having the same number in of elements.

Under the conditions of multiple indistinguishability, we are forced to consider all sets of type iA , for each i,
because any of them can represent a group of objects that have acquired the i-th simple feature.

Consider the Cartesian product of families 1 2 ... kA A A× × × . Its elements are all element sets ( 1 2, , ..., kA A A ) of 

sets of type 1 2, , ..., kA A A .

Let us consider the case when the set }{1,2,3,4 , 2U k= = of an element set of type 1A contains 1 3n = ele-

ments, and of type 2A — по 2 2n = elements. 

Assume, }{ }{1 21, 2,3 , 1,4 .ф фA А= = Then

— the true value of the group of a compound potentially hazardous factor with a very dangerous compound 

feature. In this case, the families 1A and 2A have the form:

{ }{ }{ } }}{{1 1, 2,3 , 1, 2, 4 , 1,3, 4 , 2,3,4 ,A = (1)

{ }{ }{ }{ } }{ }}{{2 1, 2 , 1,3 , 1, 4 , 2,3 , 2,4 , 3, 4 .A = (2)

The composition of groups of a potentially hazardous factor with simple features has the form (3, 4), which 
represents mono multiple indistinguishability groups:

{ }1 : 1, 2,3, 4 ,фA (3)

{ }2 : 1, 2,3, 4 .фA (4)

As can be seen, the obtained families (1) and (2) contain 3 3
4 44, 6С С= = elements, represent multielement 

groups of indistinguishability, and are necessary events.

The Cartesian product of these families will represent a collection containing the following 3 3
1,2 4 4 24n С С= ⋅ =

distinct pairs of elements 1A и 2A :

} }{{( ) { }{ }( ) { }{ }( )
{ }{ }( ) { }{ }( ) { }{ }( )

{ }{ }( ) { }{ }( )

1,2,3 1,2 , 1,2,3 1,3 ,..., 1, 2,3 3,4 ,

1,2,4 1,2 ,..., 1, 2, 4 1,4 ,..., 1,3, 4 3,4 ,

......................

2,3, 4 1,2 ,...................., 2,3, 4 3,4 .

(5)

You can see that 1 2A A× is a family of distinct pairs of sets of 1 2,A A , type that have the same number of ele-

ments — 3 and 2, respectively. At 2k > the Cartesian product 1 2 ... kA A A× × × is a family of sets, each of which con-

tains one set of type 1 2, ,..., kA A A .

We will call the mentioned sets — elements 1 2 ... kA A A× × × ─ k-sets. Each k-set will correspond to the inter-

section of the sets included in it, that is, we select common elements in such sets. For example, the intersections for the 
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sixth and ninth pairs in (5), which have the form { }{ }( ) { }{ }( )1, 2,3 3, 4 and 1, 2, 4 1, 4 , will be the sets

{ } { } { } { } { } { }1,2,3 3,4 3 and 1,2,4 1,4 1,4∩ = ∩ = , respectively.

The general result (5) will be:

{ } { } { } { } { } { }
{ } { } { } { } { } { }
{ } { } { } { } { } { }
{ } { } { } { } { } { }

1,2 1,3 1 2,3 2 3

1,2 1 1,4 2 2,4 4

1 1,3 4 3 1,4 3,4

2 3 4 2,3 2, 4 3, 4

 
 
 
 
 
 
 

. (6)

The expression (6) is the resulting mono-element group of indistinguishability, as well as a possible event ob-
tained as a result of the intersection of two necessary events (1) and (2).

Now consider function f with arguments that are the mentioned intersections of sets of type 

1 2 ... ,kA A A∩ ∩ ∩ and with values equal to the number of elements of these intersections:

( )1 2 1 2... ...k kf A A A A A A r∩ ∩ ∩ = ∩ ∩ ∩ = , (7)

where k — the number of elements of the corresponding set.
For the sixth and ninth pairs discussed above:

{ } { }( ) { }( )
{ } { }( ) { }( )
1,2,3 3,4 3 1,

1,2,4 1,4 1,4 2.

f f

f f

∩ = =

∩ = =

Now you can see that we are talking about a combinatorial type problem, which consists in enumerating all 
sets-arguments to obtain different values from them. Such an enumeration can be found after determining the smaller
and larger values f , that coincide with the smaller and larger possible values of the population of a group of objects 

with a compound potentially dangerous factor.
Research Results. Consider the following definition: С — a possible event under the implementation of Е

event, if Е ∩ С ≠ ∅.
We will proceed from the fact that the concept of the possibility of an event is usually associated with assump-

tions under uncertain circumstances. Therefore, the application of this concept is inappropriate if Е, С are known, and 
the realized outcome х ∈ Е. With the appearance of Е, it is clear that C either takes place, if х ∈ С, or it does not — oth-
erwise. At the same time, there is no uncertainty.

The most common, productive, and sufficient concept for our purposes is the concept of a possible event, due 
to the uncertainty in the form of indistinguishability of the outcome that has appeared among other outcomes Е. In this 
regard, C is referred to as a possible event under the additional conditions listed below.

Condition 1. The events E and C are known, and, therefore, their intersection Е ∩ С ≠ ∅ (by definition, this is 
not an empty set).

Condition 2. The outcome х𝑖𝑖′ is not set, because of which E occurs if more than one element belongs to
Е = {x1, x2, …, xn}. It is only known that х𝑖𝑖′ — one of the elements of E, but it is not established which one exactly, i.e., 
Ǝ! х𝑖𝑖′ ∈ Е.

With account for conditions 1 and 2, the generally accepted meaning of the statement that C is an important 
event is specified. So, C either was realized, if indistinguishable actual outcome х𝑖𝑖′ ∈ Е ∩ С (and thus,  х𝑖𝑖′ ∈ С), or it was 
not realized — otherwise (if х𝑖𝑖′ ∉ Е ∩ С). Consider an example that illustrates a possible event of this kind.

Let E and C consist, respectively, in the appearance of an even number and more than three points when throw-
ing a dice, that is Е = {2, 4, 6}, C = {4, 5, 6}. Here, Е ∩ С = {4,6} ≠ ∅. It is known that E occurred, but it was not es-
tablished which of its outcomes took place. As a result, the above conditions are met, according to which C is a possible 
event: it was realized if either the outcome х2′ = 4, or the outcome х3′ = 6, and it was not realized if the outcome х1′ = 2
was realized.
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An important special case of the possible event is necessary event C. It takes place if Е ∩ С ≠ ∅ (condition 1), 
condition 2 is met, and Е ⊂ С, that is, in the case when all the outcomes of E belong to С. Whichever of them appears, it 
causes the implementation of С.

In this example, from n = 4, n1 = 3, n2 = 2, we find that f takes two values: 1 and 2. This indicates that there 

are only one- and two-element intersections 1 2A A∩ of sets of the type { }1 2, , 1, 2,3, 4A A U U⊂ = , i.e., in a group of 

potentially dangerous objects with a compound very dangerous feature, there can be either 1 or 2 objects, and the indis-
tinguishability group (8) is a numerical mono-element indistinguishability group:

{ }1, 2 . (8)

The next specific task that follows from the considered model of adverse circumstances, consists in the fact
that each obtained above value f should be divided by n, i.e., finding its normalized values — a set of alternative fre-

quencies for an arbitrary object to acquire a compound very dangerous feature under the conditions of multiple indistin-
guishability and nondeterminism. The latter consists in the fact that quotients ni\n represent the frequencies of occur-
rence on an arbitrary object of the i-th simple feature for all i = 1, …, k.

We formulate the purpose of solving the following combinatorial problem corresponding to the frequency 

problem: to determine number s of elements 1 2 ... kA A A× × × , to find s(r)/s for all r.

Quotients s(r)/s for all r represent the probabilities that the number of objects with a compound very dangerous 
feature will be equal to a certain value r. To calculate such probabilities in this regard, we use the dependence:

1 2 ... knn n
n n ns C C C= ⋅ ⋅ ⋅ . (9)

Similarly, by expanding the scope of a specific problem, it is possible to determine a set of alternative frequen-
cies of particular interest (absence of a compound very dangerous feature on an arbitrary object). It can be found 
through replacing sets of type 1 2,A A with their complements of type U\A1, U\A2 with the number of elements n –

n1 = 1 and n – n2 = 2, respectively, in the source data. In this case, at the preliminary stage, families, the Cartesian 
product of families whose elements are assigned intersections of sets of the type (U\A1∩ U\A2), and the function whose 
values are the numbers of elements of such intersections, are defined in the same way. Having determined these num-
bers, we solve a combinatorial problem corresponding to one specific problem, and after normalization — to another 
one. In terms of modeling the first problem in relation to the new source data, the second one will represent:

— set U with the number of elements n,
— various sets U\A1 with the same number of elements n – n1,
— various sets U\A2 with the number of elements n – n2 each.
The combinatorial problem corresponding to the problem with new source data is of great importance for prac-

tice. To solve it, it is advisable to use the result of the following arguments. Let along with a set of ascending-sorted 
values  f, we obtain a set of similarly ordered values — the same as f of function g, whose arguments correspond to the 
new data. It can be shown that the first and second sets have the same number of elements. Let fh and gh be elements of 
these sets with number h. We can make sure that element gh of the second set corresponds to the same number of argu-
ments of function g, as element fh of the first set, and the number of all arguments (variants) f and g are the same, that 
is, equal to s.

Therefore, the quotients of s(r)/s type, where r = fh correspond to arbitrary value gh of function g in terms of 
the model. These quotients represent the corresponding probabilities of the presence of groups of objects without a 
compound very dangerous feature of different numbers, if the probabilities of the appearance of different groups of ob-
jects of the same number with a simple feature i for all i = 1…k are the same.

It can be shown that the formulated combinatorial problems are applicable without significant changes to prob-
lems in a generalized form, when compound very dangerous features are determined using not only the intersection 
operation, but also the population 1 2 ... kA A A∪ ∪ ∪ , differences 1 2 2 1\ , \A A A A , etc., and the source groups are not 

necessarily only those of objects with simple features.
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An important special case of the possible event is necessary event C. It takes place if Е ∩ С ≠ ∅ (condition 1),
condition 2 is met, and Е ⊂ С, that is, in the case when all the outcomes of E belong to С. Whichever of them appears, it
causes the implementation of С.

In this example, from n = 4, n1 = 3, n2 = 2, we find that f takes two values: 1 and 2. This indicates that there

are only one- and two-element intersections 1 2A A∩ of sets of the type { }1 2, , 1, 2,3, 4A A U U⊂ = , i.e., in a group of

potentially dangerous objects with a compound very dangerous feature, there can be either 1 or 2 objects, and the indis-
tinguishability group (8) is a numerical mono-element indistinguishability group:

{ }1, 2 . (8)

The next specific task that follows from the considered model of adverse circumstances, consists in the fact
that each obtained above value f should be divided by n, i.e., finding its normalized values — a set of alternative fre-

quencies for an arbitrary object to acquire a compound very dangerous feature under the conditions of multiple indistin-
guishability and nondeterminism. The latter consists in the fact that quotients ni\n represent the frequencies of occur-
rence on an arbitrary object of the i-th simple feature for all i = 1, …, k.

We formulate the purpose of solving the following combinatorial problem corresponding to the frequency 

problem: to determine number s of elements 1 2 ... kA A A× × × , to find s(r)/s for all r.

Quotients s(r)/s for all r represent the probabilities that the number of objects with a compound very dangerous
feature will be equal to a certain value r. To calculate such probabilities in this regard, we use the dependence:

1 2 ... knn n
n n ns C C C= ⋅ ⋅ ⋅ . (9)

Similarly, by expanding the scope of a specific problem, it is possible to determine a set of alternative frequen-
cies of particular interest (absence of a compound very dangerous feature on an arbitrary object). It can be found
through replacing sets of type 1 2,A A with their complements of type U\A1, U\A2 with the number of elements n –

n1 = 1 and n – n2 = 2, respectively, in the source data. In this case, at the preliminary stage, families, the Cartesian
product of families whose elements are assigned intersections of sets of the type (U\A1∩ U\A2), and the function whose
values are the numbers of elements of such intersections, are defined in the same way. Having determined these num-
bers, we solve a combinatorial problem corresponding to one specific problem, and after normalization — to another
one. In terms of modeling the first problem in relation to the new source data, the second one will represent:

— set U with the number of elements n,
— various sets U\A1 with the same number of elements n – n1,
— various sets U\A2 with the number of elements n – n2 each.
The combinatorial problem corresponding to the problem with new source data is of great importance for prac-

tice. To solve it, it is advisable to use the result of the following arguments. Let along with a set of ascending-sorted 
values f, we obtain a set of similarly ordered values — the same as f of function g, whose arguments correspond to the
new data. It can be shown that the first and second sets have the same number of elements. Let fh and gh be elements of
these sets with number h. We can make sure that element gh of the second set corresponds to the same number of argu-
ments of function g, as element fh of the first set, and the number of all arguments (variants) f and g are the same, that
is, equal to s.

Therefore, the quotients of s(r)/s type, where r = fh correspond to arbitrary value gh of function g in terms of
the model. These quotients represent the corresponding probabilities of the presence of groups of objects without a
compound very dangerous feature of different numbers, if the probabilities of the appearance of different groups of ob-
jects of the same number with a simple feature i for all i = 1…k are the same.

It can be shown that the formulated combinatorial problems are applicable without significant changes to prob-
lems in a generalized form, when compound very dangerous features are determined using not only the intersection 
operation, but also the population 1 2 ... kA A A∪ ∪ ∪ , differences 1 2 2 1\ , \A A A A , etc., and the source groups are not

necessarily only those of objects with simple features.
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Discussion and Conclusions. Thus, it is established that the problem of predicting damage due to unfavorable 
circumstances corresponds to a combinatorial type problem. It consists in:

— enumeration of all sets-arguments,
— derivation of different values f,
— determination of smaller and larger values f,
— obtaining the range of possible values of function f, in which its true value is found.
This range is an element group of indistinguishability, it characterizes the smaller and larger possible value of 

the group size of a potentially hazardous factor with a compound very dangerous feature, and includes several opera-
tions.

The results obtained are focused on the construction of analytical algorithms for establishing indistinguishabil-
ity under the monitoring, modeling and forecasting processes related to the state, and complex dynamic multiparameter 
objects.
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